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Continuously improving security 
capabilities

In 2014 CNNIC expanded the certification 
scope of its information security 
management system (ISMS) from “CN 
domain and Chinese domain services” to 
“domain services” in an effort to further 
strengthen the implementation of ISMS 
and continuously improve the level of 
security management. By referring to 
foreign standards and the advanced 
experience of similar domestic operators 
and according to related requirements 
of the government, CNNIC prepared a 
domain name security management 
plan which is to be used as guidance in 
national domain name security system 
construction in the next few years. In the 
year of 2014 the emergency response 
system of CNNIC successfully tackled a 
number of large-scale DDOS attacks and 
safeguarded the security of the national 
domain service system. It successfully 
guaranteed the security of key websites 
and domains for national events such 
as the National People’s Conference 
(NPC) and the Chinese People’s Political 
Consultative Conference (CPPCC) 
sessions, APEC meetings, and World 
Internet Conference.

To greatly enhance national domain 
name security CNNIC officially launched 
the national domain name security lock 
service in September 2014 to reduce the 

harm of domain name security incidents.

Security and creditability: provide stronger guarantee to build safer cyberspace

Meanwhile, the CNNIC CA Certificate was 
upgraded to support the newest SHA256 
algorithm and improve user information 
security.

Cracking down on bad applications and building a clean network space

In 2014 CNNIC National Domain Name Security Center continued to detect and deal 

with illegal domain name applications and made new achievements in this regard. In 

the whole year a total of 25,243 bad domain names related with phishing, gambling or 

pornography were detected and reported, a year-on-year increase of 105%, through 

which the network environment was greatly purified. The independently-developed 

system for actively detecting and judging five major categories of illegal domain 

name applications related with phishing, gambling, drug trafficking, gun selling and 

pornography has constituted an integrated detection system, which is capable of 

efficiently, accurately and promptly reporting and handling illegal applications of the 

present mainstream Internet domain names.

Monthly number of illegal domain name applications detected

Numbers of Phishing Websites Handled in 2013 and 2014 in Comparison

In 2014 CNNIC and APAC closed down 51, 198 phishing sites, raising the accumulative 

total number of closed-down phishing sites to as many as 220, 033. Through 

cooperation with overseas domain registrars, CNNIC expanded APAC’s scope and 

ability of dealing with phishing sites.

In 2014 CNNIC continued to conscientiously perform domain name management 

functions. For government domains, it conducted a series of inspections from the 

aspects of the registrant, the compliance of website applications, etc, and took effective 

measures to rectify non-compliant registrations and applications.
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Strengthening domain security monitoring

Domain security monitoring is an important means to ensure safe operation of domain 
services and network security. In 2014 CNNIC National Domain Name Security Center 
continued to improve its domain security monitoring and analysis system, with monitoring 
nodes increased by 30% to cover the core business areas of three major telecom 
operators. At the same time, the number of overseas monitoring nodes was doubled.

As APAC Secretariat, CNNIC National Domain Name Security Center released the “2014 
Chinese Domain Name Services Security Situation and Trend Analysis Report”, the third 
report in this regard released since the Center was founded. In the meantime it vigorously 
pushed forward the formulation of a domain name system security evaluation standard. 
“Methods of Testing and Assessing the Security of Domain Servers”, an industrial 
standard formulated under the leadership of CNNIC National Domain Name Security 
Center, now has come into the reporting and approval stage.

Promoting anti-phishing research and spreading anti-phishing knowledge

CNNIC has long been engaged in anti-phishing technology research. The CNNIC-
developed system for active detection and determination of phishing sites has identified 
tens of thousands of phishing sites. Through cooperation with APAC, CNNIC effectively 
tackled these phishing sites, thus effectively protecting the property of Netizens. In 2014 
CNNIC upgraded the system, after which its accuracy of identification of phishing sites 
was raised to 100%.

In addition, CNNIC and APAC jointly launched China’s first interactive anti-phishing 
computer game to teach people how to easily identify phishing sites.

A computer game was launched at the 
1st National Cyber Security Awareness 
Week, which attracted numerous visitors 
and was praised by users and well-
known media

NET•TRUST

Taking special actions to safeguard the security of important domains

In 2014 CNNIC, in accordance with national network security requirements, took a 
series of special actions to ensure domain name security of government agencies and 
important social organizations. During these actions, security assessment was made for 
120, 000 domain names of important social organizations and key industries; an “anti-
domain-hijacking” symposium was held to provide training lectures for some ministries 
and commissions of the central government; DNS security solutions were provided 
for important domain names; and professional domain name technology support was 
provided to address the security problems with important domain names. So far, domain 
name security technology guarantee and emergency services have been provided for a 
number of ministries and commissions.

Launching a trustable-website certification platform

On September 29th 2014 CNNIC launched a “Trustable-website Certification Platform” 
(referred to as “NET•TRUST”). As a trustable-network certification platform based on 
Chinese-language TLDs built by CNNIC by virtue of years of experience in real-name 
authentication of domain names and network security management according to the 
development needs of Chinese-language TLDs, “Wang•Xin” is designed to enhance the 
credibility of the network by preventing enterprise websites from being counterfeited.
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Jointly building an IOT development & application 
platform

In 2014 CNNIC energetically carried out IOT technology research 
and platform development; accelerated the construction of root 
nodes of the “National Public Service Platform for Internet of 
Things Identifier Management”; signed cooperation agreements 
with 33 enterprises; and promoted the work of traceability code 
registration and agricultural identity registration. All these efforts 
were aimed at building a Chinese IOT information center.

CNNIC joined hands with China Communications Standards 
Association, China Standardization Working Group on Sensor 
Networks, RFID Standardization Work Group, Working Group of 
Basic Standards of Internet of Things, and other organizations 
in formulating IOT-related standards, closely following up the 
IOT standardization activities of International Telecommunication 
Union (ITU), Internet Engineering Task Force (IETF) and other 
international organizations, to make its own contributions to 
building a real IOT world where things are connected to each 
other.

As a Vice-Chairman unit of China Smart City Industry Alliance, 
CNNIC actively offers advice on the application of new Internet 
and IOT technologies and standards in different industries, 
various fields and smart city construction which is now in full 

swing in China.

Enhancement of openness and common progress: boost Internet industry development 
through multilateral cooperation

The logo of  China In ternet 
Museum designed by a renowned 
Chinese calligrapher

Preparing for the construction of China Internet 
Museum

The year of 2014 marked the 20th anniversary of China’s fully 
functional access to the world Internet. Under this background 
CNNIC proposed to build an Internet-theme museum – “China 
Internet Museum”, the first in China to make such a proposal. It 
took the lead and joined hands with other organizations in the 
industry in starting the preparatory work for the project, which 
was widely recognized and highly appreciated by industry insiders 
and senior experts.

As a place where Chinese Internet dreams are recorded, the 
proposed China Internet Museum belongs to every Chinese 
netizen. It is intended to serve as a jointly-built open interactive 
virtual online platform where diversified Internet technologies 
are used to record and present major events, monumental 
things, representative figures & their ideas, technical applications, 
innovations and famous enterprises in the history of the Internet. 
It is also a place where visitors can learn Internet knowledge and 
share their dreams about Chinese Internet.

Academic exchange and technology sharing

In 2014 CNNIC actively applied for, undertook, or participated 
in various national scientific programs and institute-government 
and institute-enterprise cooperation programs, actively engaged 
in domestic and international academic seminars and technology 
exchanges, involved in the activities and assumed key roles in 
domestic and international academic organizations, technology 
groups, standard organizations and industry associations. 
Through these efforts, fresh contributions were made to the 
creation of new theories, new technologies and new standards 
for the development of China’s Internet, mobile Internet, IOT, 
smart cities, Internet governance, network security, new gTLDs, 
and IPv6.

Preparatory work for China Internet Museum started on March 7th 2014.

CNNIC representative attending the 3rd Annual World Congress 
of Emerging Infotech-2014 held in June
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Typical cases:

CNNIC representatives at the 49th ICANN Meeting in Singapore

Actively carrying out international exchanges and 
cooperation

In 2014 CNNIC actively carried out international exchanges and 

cooperation to enhance the connection between Chinese and 

international Internet communities.

International integration: promote interconnection of Internet communities through 
international communication and exchanges

Making China’s Internet more open to the outside 
world

To make China’s Internet more open to the outside world, 

CNNIC invited and received leaders and experts from multiple 

international Internet organizations and agencies to show China’s 

Internet achievements.

In February ICANN CEO Fadi Chehadé was invited to 

CNNIC, and the two sides exchanged views on bilateral 

cooperation, Internet governance, internationalization of 

ICANN, and some other topics. Fadi said that ICANN 

would, with Beijing Cooperation Center as a bridge, 

continue to strengthen communication and cooperation 

with the Chinese side.

In April, CNNIC received IETF and IAB (Internet Architecture 

Board) veteran John C. Klensin and Internet expert Tony 

Hain, along with others, and had discussions with them 

on root server technologies and related services.
Typical cases:

During the 51st ICANN Meeting held in June in Los 
Angeles, CNNIC representatives negotiated and signed a 
series of agreements with ZADNA and other parties.

In November CNNIC reached the cooperation intention 
with the Russian national top level domain registry, and 
both sides signed a memorandum of understanding during 
the World Internet Conference.

The 2nd CNNIC-KISA Strategic Cooperation Conference 
was held In December, at which the two sides decided 
to focus on 
the Internet 
g o v e r n a n c e 
project and lay 
a foundation for 
more diversified 
cooperation in 
the future.

CNN IC-K ISA I n t e rne t  Exchange 
Seminar held in December 2014
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	 An advanced, efficient and safe 
network fundamental resources 
service platform will be built to 
support the healthy and stable 
operation of the national domain 
system. As one of the two major 
global emergency service and data 
hosting platforms, the platform will 
support the operational management 
of global top-level domains and be 
capable of dealing with the world’s 
largest network security attacks.

	 Core technologies and globally 
advanced software and hardware 
systems will be developed, mastered 
and used to serve China’s Internet 
infrastructure.

	 To adapt to the new direction of 
Internet development, more advanced 
technologies and innovation Internet 
products will be developed or 
incubated to boost and lead Internet 
industry development.

	 Internet-related theoretical and 
practical problems will be thoroughly 
studied, to make CNNIC a world-class 
think tank in the study of Internet 
development and governance.

	 Internat ional exchanges and 
cooperation will be strengthened 
by “going out and bringing in”, to 
make CNNIC a new platform for 
international cooperation, learning 
and talent exchange.

	 The participation mechanism will be 
innovated to realize common growth 
of both CNNIC staff and its partners 
and create a win-win situation both 
internally and externally.

	 CNNIC will better serve netizens, 
participate in community building, 
propagate Internet knowledge 
and share Internet development 
achievements with the general public.

In the year of 2015 China’s Internet 
industry wil l embark on a new 
development stage: Internet policies and 
regulations will be made more scientific 
and standardized; the scale of network 
infrastructure construction will be further 
expanded; traditional industries will 
accelerate their pace of embracing the 
Internet; more technological, application 
and model innovations will be made one 
after another; and China will be more 
active in integrating with the rest of the 
world in the Internet field.

However, opportunities are always 
accompanied by challenges. A grimmer 
security situation requires us to better 
protect the security of our national domain 
name system and the stability of our 
Internet; the rapid development of Internet 
technologies and applications calls for us 
to make more innovations, especially in 
the field of network infrastructure; an ever-
growing industry scale, finer segmentation 
of the field and more complex Internet 
governance requirements urge us to 
enhance research on Internet development 
and governance; increasingly frequent 
international exchanges and looming 
global Internet governance challenges 
need us to play a more important role in 
the global Internet community.

In such a context CNNIC will continue to improve responsibility management, enrich 
the connotation of various responsibilities and work hard to achieve the following goals:
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Indexing of GRI

As our national Internet network information center, CNNIC has certain difference on its organization property and social responsibility 
with corporations. Therefore, social responsibility standards are referred selectively.

Table of Social Responsibility Report Indicators for the Internet Service Industry

Content of report No. Core indicators Indexes

Part I
Foreword
Series P

(P1) Report standard

P1.1 Report timeframe P02
P1.2 Report organization scope P02
P1.3 Release range P02
P1.4 Data explanation P02
P1.5 Reference standard P02
P1.6 Reliability assurance P02/P48

P1.7 Contact person answering the report and its contents 
and contact P02

P1.8 Report access way and extension reading P02

(P2) Speech of 
executive

P2.1 Statement of organization and social responsibility P03

P2.2 Summary of performance and inadequacy of social 
responsibility P03

(P3) Responsibility 
model P3.1 Social responsibility model P06

(P4) Organizational 
profile

P4.1 Organizational name, property of ownership and 
headquarters P04

P4.2 Main products and services P04
P4.3 Operating region and operational framework P04
P4.4 Size of organization P05/P32
P4.5 Organizational governance institution P05
P4.6 Board structure Not applicable

(P5) Key performance 
table

P5.1 Comparison table for social responsibility performance Not available
P5.2 Data Sheet for key performance Not available
P5.3 Honor table during report period P45

Honors

Title of honor: Advanced Group of “Women with Great 
Contribution” in CAS in Beijing area
Issued by: CAS Work Committee for Women

Title of honor: Advanced Group for the Organization of 1st 
World Internet Conference Wuzhen Summit
Issued by: Cyberspace Administration of China and 
Zhejiang Provincial People’s Government
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Content of report No. Core indicators Indexes

Part II
Responsibility 
management

(Series G)

(G1) Responsibility 
strategy

G1.1 Concept of social responsibility P06
G1.2 Topic of core social responsibility P06-P07
G1.3 Social responsibility plan P44

(G2) Responsibility 
governance

G2.1 Governing bodies of social responsibility P08
G2.2 Organizational system of social responsibility P08
G2.3 Management system of social responsibility P09

(G3) Responsibility 
integration G3.1 Promote supply chain partners to fulfill their social 

responsibilities P11/P30

(G4) Responsibility 
performance G4.1 Build index system of organizational social responsibility P09

(G5) Responsibility 
communication

G5.1 Expectations of stakeholders to the organization and 
responses P11

G5.2 Internal communication and exchanges for social 
responsibility involved by organizational senior leaders P33

G5.3 External communication and exchanges for social 
responsibility involved by organizational senior leaders P25/P26/P42

(G6) Responsibility 
research G6.1 Carry out CSR subject research P32

Part III
Market 

performance
(Series M)

(M1) Shareholder 
responsibility

M1.1 Management system of investor relations Not applicable
M1.2 Growth Not applicable
M1.3 Profitability Not applicable
M1.4 Security Not applicable

(M2) Customer 
responsibilities

M2.1 Management system of customer relations P31
M2.2 Promote product/service innovation P31/P38
M2.3 System and measure ensuring transparent tariff Not applicable
M2.4 Customer satisfaction survey P32
M2.5 Customer satisfaction P32
M2.6 Establish consumer dispute settlement mechanism P32
M2.7 Activity respond to complaints/incidents P32
M2.8 Customer complaint resolution rate P32
M2.9 Customer information protection P32

M2.10 Authenticity, reliability and integrity of news or 
advertising information P11

M2.11 Charges reminding mechanism Not applicable

M2.12 Mechanism forbidding unhealthy and immoral 
information P40

(M3) Partner 
responsibility

M3.1 Social responsibility evaluation and investigation of 
supply chain Not applicable

M3.2 Strategy sharing mechanism and platform P24/P30
M3.3 Procurement responsibility system and (or) policy Not applicable
M3.4 Integrity management philosophy and system security Not applicable
M3.5 Concept of fair competition and system security Not applicable
M3.6 Credit assessment rating Not applicable

Part IV
Social 

performance
(Series S)

(S1) Government 
responsibility

S1.1 Law-abiding compliance system P30
S1.2 Law-abiding compliance measures P33
S1.3 Law-abiding compliance training P33
S1.4 Major law-abiding compliance negative information None
S1.5 In response to national policy P14
S1.6 Total tax Not applicable

(S2) Staff 
responsibility

S2.1 Compliance with national labor laws and regulations P33

S2.2 Labor contract concluding rate/collective contract 
coverage rate P32

S2.3 Cover rate of social insurance P32
S2.4 Percentage of employees joining Labour union P32
S2.5 Prohibition of forced labor P33
S2.6 Days for annual paid vacation per capita P33
S2.7 Equal employment system P33
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Content of report No. Core indicators Indexes

Part IV
Social 

performance
(Series S)

(S2) Staff 
responsibility

S2.8 Proportion of male and female wages and salaries P33
S2.9 Proportion of female managers Not available

S2.10 Employment rate or amount of the disabled employees Not available
S2.11 Occupational disease prevention system Not applicable
S2.12 Staff mental health system/measures P33
S2.13 Physical examination and health file coverage P33
S2.14 Staff training system P33
S2.15 Staff training strength P33
S2.16 Staff career development P33
S2.17 Democratic management and factory affairs disclosure P33

S2.18 Channel of staff comments or suggestions conveying to 
the high-level P33

S2.19 Investment to help needy staff P33
S2.20 Ensure work-life balance P33
S2.21 Employee satisfaction P33
S2.22 Staff turnover rate P33

(S3) Community 
responsibility

S3.1 Assessing the impact of operation on the community Not applicable
S3.2 Staff localization policy Not applicable
S3.3 Localized procurement policy Not applicable
S3.4 Donation guidelines or donation system P34
S3.5 Total amount of donations (ten thousand Yuan) Not available
S3.6 Policies and measures supporting volunteer activities P34
S3.7 Data of employee volunteer activity Not available
S3.8 Mechanism preventing Internet addiction Not applicable

S3.9 Mechanism preventing pornographic information 
dissemination P40

S3.10 Fighting against spam and network fraud P40
S3.11 Mechanism protecting juveniles Not available

Part V
Environmental 
performance

(Series E)

(E1) Environmental 
management

E1.1 Establish the concept of environmental protection P35
E1.2 Environment protection training and mission P35
E1.3 Performance of environment protection training Not available
E1.4 Green procurement P35

(E2)  
Saving resources  

and energy

E2.1 Policies and measures supporting renewable energy 
development Not applicable

E2.2 Policies and measures supporting recycling economy P35
E2.3 Systems/measures saving electricity in office P35

E2.4 Amount of electricity saved and saving proportion in 
office Not available

E2.5 Water conservation systems/measures in office P35
E2.6 Amount of water saved and saving proportion in office Not available
E2.7 Systems/measures for saving paper in office P35
E2.8 Amount of paper saved and saving proportion in office Not available

(E3) Emission and 
pollution reduction

E3.1 Actively respond to climate change Not applicable
E3.2 Greenhouse gas emissions or emission reductions Not applicable
E3.3 Systems/measures to office waste disposal P35
E3.4 Domestic garbage disposal systems/measures in office P35

Part VI
Postscript
(Series A)

A1 Outlook Planning of organization on social responsibility P44

A2 Report 
evaluation

Evaluation of report by social responsibility or industry 
experts, stakeholders, or professional organization

P48

A3 Reference 
Index

Adoption status of index required to disclose in this 
guidance P45

A4 Opinion 
feedback Reader survey form and reader feedback channels P49
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Third-Party Review (See the Appendix)

Rating Report on 2014 CNNIC Social Responsibility Report

Commissioned by China Internet Network Information Center (CNNIC), the CASS Research Center for Corporate Social Responsibility 
(“the Center” hereinafter) selected a number of experts from the Chinese Expert Committee on CSR Report Rating to form a group 
to rate the 2014 CNNIC Social Responsibility Report (“the Report” hereinafter).
I. Rating Basis
Compiling Guidelines for China Corporate Social Responsibility Report (CASS -CSR3.0) and China Corporate Social Responsibility 
Report Rating Standard (2014).
II. Rating Process
1.	 The process rating group interviews the members of CSR-related departments of CNNIC;
2.	 The process rating group reviews the materials related with the compiling process of CNNIC Social Responsibility Report;
3.	 The process rating group assesses the management process of CNNIC Social Responsibility Report and the contents disclosed 

by the Report.
III. Rating Conclusion
Process (★★★★)
The General Office of CNNIC is responsible for establishing a social responsibility report compiling team, with high-level leadership 
being responsible for advancing the progress of report compiling, reviewing and approval; the compiling team identifies and sequences 
stakeholders and solicits their opinions via questionnaires; substantial topics are defined according to the company's major issues 
and relevant state policies; the report is released as planned during major activities of the company in the form of hard copies and 
electronic versions in multiple languages; and the procedural performance is excellent.
Substantiality (★★★★)
The Report systematically, fully and thoroughly discloses and discusses the key topics of CNNIC Internet services, such as “product 
technology & service innovation”, “protection of customer information”, “combating bad applications”, “green operation”, etc., showing 
excellent substantiality.
Completeness (★★★☆)
From the perspectives of “core responsibilities”, “specific responsibilities”, “extensional responsibilities”, etc., the Report discloses 
60.0% of the core indicators of CNNIC Internet services.
Balance of content (★★★)
The Report mainly consists of positive descriptions, with only a brief description of how “bad sites” and “phishing sites” are screened 
and dealt with, showing an ordinary level of balance of content.
Comparability (★★★)
The Report discloses the historical data of more than 10 key performance indicators (KPIs) in 3 consecutive years, showing an 
ordinary comparability.
Readability (★★★★)
The Report is clearly organized, rationally structured and well illustrated; it is simple and fresh in format design, with industry icons 
used in a number of places, thus having an excellent readability.
Innovativeness (★★★★)
From the perspective of the CSR concept of CNNIC, “Responsibility to the Country, Benefits to the Society and Harmony among 
People”, the Report proposes to build a three-dimensional CSR system consisting of “core responsibilities”, “specific responsibilities” 
and “extensional responsibilities”, a clear and novel proposal, showing excellent innovativeness.
Overall rating (★★★☆)
Through comprehensive evaluation by the rating group, the “2014 CNNIC Social Responsibility Report” is rated as a fairly good CSR 
report with 3.5 stars.
IV. Suggestions for Improvement
1. Future CSR reports should disclose and analyze more negative data or events so as to achieve a reasonable balance of contents.
2. Future CSR reports should disclose more historical data to improve comparability.
3. Future CSR reports should disclose more key indicators of the industry to improve completeness of the reports.
Rating Group
Group Leader: Zhong Hongwu, CASS Research Center for Corporate Social Responsibility
Group Members: �Deng Guosheng, Director of Innovation and Social Responsibility Research Center of Tsinghua University 

Guo Peiyuan,  General Manager of SynTao 
�Wang Mengjuan, Zhang Xiaodan, Process evaluators of the Center

Vice Chairman, Chinese Expert Committee on CSR Report Rating

Executive Vice President, CASS Research Center for Corporate Social Responsibility

Leader of Rating Group

Director of CASS Research Center for Corporate Social Responsibility

Date of issue: 13 March 2015
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Reader Feedback Form

To continuously improve social responsibility performance of China Internet Network Information Center (CNNIC), we hope to get 

your feedback, which will become an important basis for us to improve and enhance the quality of work. We hope you will take your 

time to propose valuable advice for our work and the report.

Your information:

Name: 

Organization: 

Tel.: 

E-mail: 

Your comments:

I. Comments and suggestions on our work to fulfill social responsibility

1. What do you think about our work on public interest activities?

    □Very good    □Good    □General    □Bad    □Very bad

    □Other suggestions or comments, if any, please specify. 

2. �Are you willing to participate in public interest activities with CNNIC? If you do, which of the following activities would you like to 

participate in?

    □Internet knowledge popularization    □Traditional enterprise networking service    □Open Internet technology research

    □Create a healthy and orderly Internet environment    □Participate in Internet special investigation research

3. What do you think about our work on promoting the development of ccTLD?

    □Very good    □Good    □General    □Bad    □Very bad

    □Other suggestions or comments, if any, please specify. 

4. What do you think about our work on helping the growth of Internet industry/enterprises?

    □Very good    □Good    □General    □Bad    □Very bad

    □Other suggestions or comments, if any, please specify. 

5. �What do you think about our work on participating in international Internet community activities to promote international Internet 

position?

    □Very good    □Good    □General    □Bad    □Very bad

    □Other suggestions or comments, if any, please specify. 

6. What do you think about our work on serving Internet users?

    □Very good    □Good    □General    □Bad    □Very bad

    □Other suggestions or comments, if any, please specify. 

7. Which field do you expect to cooperate with CNNIC in the future?

    □Open research    □Research and development    □Security safeguard    □Statistical investigation  

    □International exchange    □Public interest activity    Others, if any, please specify. 

8. What is your advice and suggestion to CNNIC’s work to fulfill its social responsibility?
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9. What is your advice for CNNIC public interest activities?

10. Please give your opinion and advice on other work of CNNIC:

II. Comments and Suggestions on the Report

1. Your opinion on the report in general is:

    □Very good    □Good    □General    □Bad    □Very bad

2. Information disclosed in the report is:

    □Very rich    □Rich    □General    □Insufficient    □Very insufficient

3. Information quality disclosed in the report is:

    □Very high    □High    □General    □Low    □Very low

4. You think the Report is structurally:

    □Very reasonable    □Reasonable    □General    □Bad    □Very bad

5. You think the layout of the Report is:

    □Very reasonable    □Reasonable    □General    □Bad    □Very bad

6. �Please give your opinions and suggestions for the Social Responsibility Report released by China Internet Network Information 

Center:

Contacts:

General Office of CNNIC

Postal address: No. 1 Building, 4 South Fourth Street, Zhongguancun, Haidian District, Beijing

Postal Code: 100190

E-mail: pr@cnnic.cn


